Integrating
Thinkspace
with Azure SSO




This guide teaches you how to integrate the Thinkspace platform with Microsoft Azure Single
Sign On (SSO).

1. Set Up Thinkspace Application on Microsoft Azure

1. Go to Enterprise applications > All applications > New application
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3. Click on Set up single sign on
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4. Click on SAML
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5. Click on Edit Basic SAML Configuration
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7. Download Federation Metadata XML. Open up the file and extract the value, and paste it
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8. Copy Azure AD ldentifier and paste it into Thinkspace IDP Entity ID.



